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* * * 1st Changes * * * 
4.3.5.4
Addition of additional PDU Session Anchor and Branching Point or UL CL

Clause 4.3.5.4 describes a procedure to add a PDU Session Anchor and a Branching Point or UL CL for an established PDU Session.
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Figure 4.3.5.4-1: Addition of additional PDU Session Anchor and Branching Point or UL CL

1.
UE has an established PDU Session with a UPF including the PDU Session Anchor 1 (PSA1 in Figure 4.3.5.4-1). The PDU Session User Plane involves at least the RAN and the PDU Session Anchor 1.

2.
At some point the SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility, new flow detection. The SMF selects a UPF and using N4 establish the new PDU Session Anchor 2 (PSA2 in Figure 4.3.5.4-1) of the PDU Session. In case of IPv6 multi-homing PDU Session, the SMF also allocates a new IPv6 prefix corresponding to PSA2, and if the PCF has subscribed to the IP allocation/release event, the SMF performs a Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF to provide the new allocated IPv6 prefix to the PCF.

3.
The SMF selects a UPF and using N4 establish the Branching Point (in case of IPv6 multi-homing) or a UL CL for the PDU Session. It provides the necessary uplink forwarding rules towards PSA1 and PSA2 including the PSA1 CN Tunnel Info and the PSA2 CN Tunnel Info. In addition, the AN Tunnel Info is provided for downlink forwarding. In case of IPv6 multi-homing, the SMF also provides traffic filters for the IPv6 prefixes corresponding to PSA1 and PSA2 indicating what traffic shall be forwarded towards PSA1 and PSA2 respectively. In case of UL CL, the SMF provides traffic filters indicating what traffic shall be forwarded towards PSA1 and PSA2 respectively.

NOTE 1:
In case the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged. In case a Branching Point is already allocated, step 3 is skipped.

4.
The SMF updates the PSA1 via N4. It provides the Branching Point or UL CL CN Tunnel Info for the downlink traffic.

NOTE 2:
In case the Branching Point or UL CL and the PSA1 are co-located in a single UPF then steps 3 and 4 can be merged.

5.
The SMF updates PSA2 via N4. It provides the Branching Point or UL CL CN Tunnel Info for down-link traffic.

NOTE 3:
In case the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 5 is not needed.

6. The SMF updates (R)AN via N2 SM information over N11. It provides the new CN Tunnel Info corresponding to the UPF (Branching Point or UL CL). In case of UL CL, if there is an existing UPF between the (R)AN and new inserted UL CL, the SMF updates the existing UPF via N4 instead of updating the (R)AN.

7.
In case of IPv6 multi-homing, the SMF notifies the UE of the availability of the new IP prefix @ PSA2. This is performed using an IPv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.

8.
In case of IPv6 multi-homing, the SMF may re-configure the UE for the original IP prefix @ PSA1,i.e. SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.
4.3.5.5
Removal of additional PDU Session Anchor and Branching Point or UL CL

Clause 4.3.5.5 describes a procedure to remove a PDU Session Anchor and (optionally) remove Branching Point or UL CL for an established PDU Session.
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Figure 4.3.5.5-1: Removal of additional PDU Session Anchor and Branching Point or UL CL

1.
UE has an established PDU Session with a UPF including the Branching Point or UL CL, the PDU Session Anchor 1 (PSA1 in Figure 4.3.5.5-1) and the PDU Session Anchor 2 (PSA2 in Figure 4.3.5.5-1).


At some point the SMF decides to remove the PDU Session Anchor 1 e.g. due to UE mobility, flow terminated.

2.
In case of IPv6 multi-homing, the SMF notifies the UE to stop using the IPv6 prefix corresponding to PSA1. This is performed by IPv6 Router Advertisement message (RFC 4861 [6] and RFC 4862 [8]). Also, the SMF sends routing rule along with the IPv6 prefix corresponding to PSA2 to the UE as described in TS 23.501 [2] clause 5.8.1.2. Based on the information provided in the Router Advertisement, the UE starts using the IPv6 prefix (corresponding to PSA2) for all the traffic.

4.
If the Branching Point or UL CL is to be released, the SMF updates the (R)AN with the PSA2 CN Tunnel Info. In case of UL CL, if there is an existing UPF between the (R)AN and the UL CL to be removed, the SMF updates the existing UPF via N4 instead of updating the (R)AN.

5.
If the Branching Point or UL CL is to be released, the SMF updates via N4 the PSA2 providing the AN Tunnel Info. In case of UL CL, if there is an existing UPF between the (R)AN and the UL CL to be removed, the SMF updates the PSA2 providing the UPF CN tunnel Info.
6.
The SMF releases via N4 the PSA1. In case of IPv6 multi-homing, the SMF also releases the corresponding IPv6 prefix and if the PCF has subscribed to the IP allocation/release event, the SMF performs a Session Management Policy Modification procedure as defined in clause 4.16.5 to notify the PCF of the IPv6 prefix release.

7.
If steps 4 and 5 were executed, the SMF releases the Branching Point / UL CL.
4.3.5.6
Change of additional PDU Session Anchor for IPv6 multi-homing or UL CL

The following procedure is triggered by an SMF when the SMF needs to modify IPv6 multi-homing or UL CL rule (i.e., traffic filter in the Branching Point or the UL CL) in order to move the some or whole traffic flows of the existing additional PDU Session Anchor which was established by the IPv6 multi-homing or the UL CL operations (i.e. PSA1 in figure 4.3.5.6-1) to a new additional PDU Session Anchor (i.e. PSA2 in figure 4.3.5.6-1) which is established under the same Branching Point or UL CL for a UE where the UE already has a PDU Session Anchor which was established before the event of Branching Point or UL CL insertion (i.e., PSA0 in figure 4.3.5.6-1). This procedure establishes a new additional PDU Session Anchor (i.e., PSA2) and conditionally releases the existing additional PDU Session Anchor (i.e. PSA1), while modifying IPv6 multi-homing or UL CL rule in the same Branching Point or UL CL under controlled by the same SMF.
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Figure 4.3.5.6-1: Change of additional PSA for a PDU Session in IPv6 multi-homing or UL CL case
1.
The SMF decides to change one additional PSA of a PDU Session with IPv6 multi-homing or UL CL, due to events that may benefit from such change or upon request from an Application Function.
2.
The SMF sends an N4 Session Establishment Request to PSA2 and provides the tunnel ID of Branching Point or UL CL, Packet detection, enforcement and reporting rules to be installed on the PSA2 for this PDU Session. If a tunnel ID is allocated by the SMF, the tunnel ID is provided to PSA2 in this step.


The PSA2 acknowledges by sending an N4 Session Establishment Response. The tunnel ID of PSA2 is provided to the SMF in this step.


In case of IPv6 multi-homing PDU Session, the SMF also allocates a new IPv6 prefix corresponding to PSA2, and if the PCF has subscribed to the IP allocation/release event, the SMF performs a Session Management Policy Modification Procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF.
3a.
The SMF sends an N4 Session Modification Request to the Branching Point or UL CL to update the UL traffic filter according to new allocated IPv6 prefix allocated to PSA 2 or the UL CL rules regarding to the traffic flows that the SMF tries to move from PSA1 to PSA2. The N4 Session Modification Request message contains the identifications of traffic filter that needs to be updated and the tunnel ID of PSA2.

NOTE:
The identification of a traffic filter can be either the index of the traffic filter, or a single value of the information field in traffic filter (e.g., the tunnel ID of next hop), or a combination value of some information field in the traffic filter (e.g., the tunnel ID of next hop with source port number).
3b.
The Branching Point or the UL CL acknowledges by N4 Session Modification Response the Branching Point or when the UL CL successfully updates all the traffic filters that the SMF requests to modify.

4.
In case of IPv6 multi-homing PDU Session, The SMF notifies the UE of the availability of the new IP prefix @ PSA2. This is performed using an IPv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.

5.
In case of IPv6 multi-homing PDU Session, The SMF may re-configure the UE for the original IP prefix @ PSA0,i.e. SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.
6.
Step 6 occurs only if the Branching Point or UL CL does not have any traffic filter on the PDU Session which forwards a traffic flow to PSA1.
6a.
The SMF sends an N4 Session Release Request with N4 session ID to PSA1. The PSA1 shall release all tunnel resources and contexts associated with the N4 session.

6b.
PSA1 sends an N4 Session Release Response with N4 session ID to the SMF at the same moment that PSA1 successfully releases all tunnel resources and contexts associated with the N4 session.
4.3.5.7
Simultaneous change of Branching Point or UL CL and additional PSA for a PDU Session

Intermediate UPF re-allocation procedures have been described in Xn based handover (clause 4.9.1.2), N2 based handover (clause 4.9.1.3) and Service Request procedures (clause 4.2.3), where the I-UPF can be regarded as UL CL in case the PSA provides local access to a DN. UL CL and additional PSA can be changed simultaneously during Xn based handover, N2 based handover and Service Request procedures.

The following procedure (just an example call flow triggered by Xn based handover) is triggered by SMF in order to change the Branching Point or the UL CL and additional PSA serving a PDU Session for a UE.
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Figure 4.3.5.7-1: Simultaneous change of Branching Point or UL CL and additional PSA for a PDU Session

UE has an established PDU Session with a UPF including the PDU Session Anchor (Remote UPF). The PDU Session user plane involves at least the Source RAN, Source Branching Point or Source UL CL, local Source UPF (PSA1) and the Remote UPF (PDU Session Anchor, PSA2), where Source Branching Point or Source UL CL and PSA1 can be co-located.

1.
At some point SMF decides to change the Branching Point or the UL CL due to UE mobility. This may be e.g. the AMF notifying the SMF that the target RAN has sent an N2 Path Switch Request message to an AMF. For more detail on Xn based inter-5G handover refer to clause 4.9.1.2.

2.
The SMF selects a local Target UPF (PSA3) and using N4 establishes the local Target UPF for the PDU Session. In case of IPv6 multi-homing PDU Session, the SMF also allocates a new IPv6 prefix corresponding to PSA3, and if the PCF has subscribed to the IP allocation/release event, the SMF performs a Session Management Policy Modification procedure as defined in clause 4.16.5to provide the new allocated IPv6 prefix to the PCF.

3.
The SMF selects a UPF and using N4 establishes the Target Branching Point or Target UL CL for the PDU Session. SMF provides the necessary uplink forwarding rules towards the PSA3 and PSA2 including the Tunnel Info for each UPF. In addition, the AN Tunnel Info to target RAN is provided for downlink forwarding. In case of UL CL, the SMF provides traffic filters indicating what traffic shall be forwarded towards PSA3 and PSA2, respectively. In case of IPv6 multi-homing, the SMF also provides traffic filters for the IPv6 prefixes corresponding to PSA3 and PSA2 indicating what traffic shall be forwarded towards PSA3 and PSA2 respectively. Target Branching Point or Target UL CL provides the CN Tunnel Info for downlink traffic.

NOTE 1:
In case the Target Branching Point or Target UL CL and the PSA3 are co-located in a single UPF then steps 2 and 3 can be merged.

4.
The SMF updates the PSA2 via N4. It provides the PDU Session CN Tunnel Info for the downlink traffic.

5.
The SMF updates the PSA3. It provides the CN Tunnel Info for downlink traffic.

NOTE 2:
In case the Target Branching Point or the Target UL CL and the PSA3 are co-located in a single UPF then step 5 is not needed.

6.
The SMF updates RAN via N2 SM information over N11. It provides the new CN Tunnel Info corresponding to the Target Branching Point or the Target UL CL. If there is an existing UPF between the Target RAN and Target Branching Point or Target UL CL, the SMF updates the existing UPF via N4 instead of updating the RAN.

7.
In case of IPv6 multi-homing, the SMF notifies the UE of the availability of the new IP prefix @ PSA3. This is performed using an IPv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.

8.
In case of IPv6 multi-homing, the SMF may re-configure the UE for the original IP prefix @ PSA2,i.e. SMF sends routing rule along with the IPv6 prefix to the UE using an IPv6 Router Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.1.2.

9.
The SMF releases via N4 the PSA1.

10.
The SMF releases the Source Branching Point or the Source UL CL.

NOTE 3:
In case the Target Branching Point or Target UL CL and the PSA1 are co-located in a single UPF then steps 9 and 10 can be merged.

* * * 2nd Changes * * *
4.16.5
Session Management Policy Modification
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Figure 4.16.5-1: Session Management Policy Modification

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.

1a.
Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Nsmf_EventExposure_Notify operation. The SMF provides the event that generated the notification and the event information.

1b.
Alternatively, optionally, the AF provides/revokes service information to the PCF due to AF session signalling.
1c. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF as described in clause 4.16.x.5.
2a.
The PCF stores the information and responds with Acknowledgment to the SMF.

2b.
The PCF stores the service information if available and responds with Acknowledgment to the AF.
3.
If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clauses 4.16.x.2, 4.16.x.3 and 4.16.x.4.
4.
The PCF makes the authorization and policy decision

5.
The PCF may decide as output of policy decision in step 4 and sends the updated PCC rules to the SMF.
If the procedure is triggered by the SMF in step 1a, step 5 is mandatory. In this case, the PCF may send an Npcf_SMPolicyControl_UpdateNotify to the SMF without any policy.
6.
The SMF acknowledges the operation to the PCF and enforces the decision.

7.
The PCF may decide as output of policy decision in step 4 to unsubscribe some events in the SMF.

8.
The SMF unsubscribes the PCF of the concerned events and acknowledges the PCF.

* * * 3rd Changes * * *
5.2.5.4
Npcf_SMPolicyControl service

5.2.5.4.1
General

Service description: This service provides PCC rules and session related policies to the SMF, which includes the following functionalities:

-
Create policies based on the request from SMF during PDU Session establishment;

-
Notify SMF of the updated policies which are subscribed; and

-
Delete policies for a PDU Session.

5.2.5.4.2
Npcf_SMPolicyControl_Get service operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested PCC rules and PDU Session related policies to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: Information provided by the SMF as defined in 6.2.1.2 of TS 23.503 [20], such as SUPI, PDU Session id, DNN and S-NSSAI.

Inputs, Optional: Information provided by the SMF as defined in 6.2.1.2 of TS 23.503 [20], such as Access Type, the IPv4 address and/or IPv6 network prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, subscribed Session AMBR, and subscribed default QoS information.

Outputs, Required: The requested PCC rules as defined in Clause 6.3 and PDU Session related policies as defined in Clause 6.4 of TS 23.503 [20].
Outputs, Optional: None.

See clause 4.16.4 (step 1) for the detail usage of this service operation for SMF. In those steps, the SMF requests PCC Rules for the PDU Session from PCF/H-PCF.
5.2.5.4.3
Npcf_SMPolicyControl_UpdateNotify service operation

Service operation name: Npcf_SMPolicyControl_UpdateNotify
Description: Provides updated PCC rules and PDU Session related policies evaluated based on the information provided by the SMF, AF, OCS, UDR and NWDAF, as define in 6.2.1.2 of TS 23.503 [20], to the SMF.

NOTE:
This notification corresponds to an implicit subscription.

Known NF Consumers: SMF.
Inputs, Required: PDU Session Id and SUPI.

Inputs, Optional: Updated PCC rules as defined in Clause 6.3 and PDU Session related policies as defined in Clause 6.4 of TS 23.503 [20] and request of PDU Session Release.

Outputs, Required: Success or Failure.

Outputs, Optional: None

See clause 4.16.5 (step 5) for the detail usage of this service operation for SMF. In those steps, the updated PCC Rules for the PDU Session are provided to the SMF by the PCF/H-PCF.
It is also applied in Clause 4.3.4.2 (step 1b) to trigger the PDU Session Release.
5.2.5.4.4
Npcf_SMPolicyControl_Delete service operation

Service operation name: Npcf_SMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy or PDU Session related policy.
Known NF Consumers: SMF.

Inputs, Required: PDU Session id, SUPI and the usage monitoring information.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.16.6(step 2) for the detail usage of this service operation for SMF. In those steps, the SMF initiates the PDU Session termination procedure, and PCF deletes the session contexts.
* * * 4th Changes * * *
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU Session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU Session; and

-
Notifying events on the PDU Session to the subscribed NFs.
The following are the events which can be subscribed by a NF consumer:

-
Access independent event triggers defined in Table 6.1.3.5-1 of TS 23.503 [20];

-
DNAI change as described in TS 23.501 [2], clause 5.6.7;

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation can contain the following reports:

-
Addition of PDU Session Anchor to the PDU Session; and

-
Removal of PDU Session Anchor from the PDU Session.

-
PDU Session Release.
A unique Event co-relation ID is used to identify the event subscription at the SMF. The Event co-relation ID associates the subscription to an event, identified with an Event ID (contained within the Event Filter), with a particular PDU Session and the consumer NF. The Event co-relation Id is unique in the scope of the SMF.
5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service.

Input Required: Event ID, Event co-relation ID.
In case of DNAI change notification, the following is required:

-
type of notification (early or late);

-
source and/or target DNAI(s); and

-
IP address/prefix of the UE.

In case of DNAI change notification, if the PDU Session type is not IP, the following is required:

-
SUPI; and

-
N6 information related to the UE.

Input, Optional: Event specific parameter list.

Output Required: Results Indication.
Output, Optional: Redirection information.
See clause 4.16.5 for details on usage of this service operation.

When the SMF detects the event subscribed by the NF consumer, the SMF reports the subscribed event and the Event co-relation ID to the consumer.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3).
See step 2 and step 4 of clause 4.3.6.3 for details on usage of this service operation toward Application Function.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the SMF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the SMF to resend UE related message to the AMF that serves the UE.

5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_EventExposure_Subscribe.

Description: This service operation is used by an NF to subscribe or modify a subscription for event notifications on a specified PDU Session or for all PDU Sessions of one UE, group of UE(s) or any UE.
Input, Required: NF ID, PDU Session ID, Event filter along with Event ID and event notification method (periodic, one time, on event detection).
Input, Optional: PDU Session ID, Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration), event correlation ID (required for modification).
Output, Required: Event co-relation ID.
Output, Optional: None.
Event filter (see clause 4.15.1) identifies the events that the NF consumer is interested in.
When a NF initially subscribes the events from the SMF, it invokes Nsmf_EventExposure_Subscribe service operation. The SMF allocates a unique Event co-relation ID for the subscription and responds to the NF with the Event co-relation ID.

When a NF needs to modify an existing subscription previously created by itself in the SMF, it invokes Nsmf_EventExposure_Subscribe service operation to the SMF providing the Event correlation ID.
During PCC policy update to the SMF, the PCF can subscribe to events from the SMF.

5.2.8.3.4
Nsmf_EventExposure_UnSubscribe service operation

Service operation name: Nsmf_EventExposure_UnSubscribe.

Description: This service operation is used by an NF to unsubscribe event notifications.
Known NF Consumers: PCF, NEF, AMF.

Input, Required: Event co-relation ID.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.

See clause 4.16.5 (step 7)for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can unsubscribe certain events from the SMF.

* * * End of Changes * * *
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